
TWO-FACTOR
AUTHENTICATION

2FA
To enhance everyone's security we implemented a 2FA 

authentication flow. This is a secure method of identity and 
access management that requires two forms of identification to 

access devices and data.

STEPS TO FOLLOW FOR A 
SECURE LOGIN TO THE APPS

It is important to create a secure password which is verified by the following process:

2Click on “First login” Enter the user's email address 

(this is the account used to log in to the Portal)

3 4Click on “Send Security Code” Enter security code that arrives in the email

5 6Create and confirm password (minimum 8 
characters, one uppercase letter, one lower case, 
one number and one special character)

Click on “Create Password”

8Enter email and password created Validate region and enter the phone 
number

9 10Select the option to receive the security 
code (text message or phone call)

Enter the verification code that you 
will receive on your phone.

11 12Click on “Verify Code” Once the process is completed, the app Portal 
screen should appear

This way we maintain secure access and safeguard our information.

SAFETY
paramount for everyone!

Verify it´s you

Enter a number below that we can send a code  via SMS or phone to 

authenticate you.

Create A New Password

Your password must contain: A 
minimum of 8 characters. One 

upper case character. One 

lower case character. One 
number.

One special character.

Your Password

Your password fullfills all requirements.

Confirm Your Password

Cancel
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